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�PART  3:  USER  PLANE  PROTOCOLS  MANAGEMENT  ARCHITECTURE

Summary

This part of the multi-part specification provides the general aspects for the management and access to the user plane protocol supported by the PCI. In particular, it includes the user plane protocol architecture and the detailed description of the protocol selection mechanism.





Introduction

The use of different Integrated Services Digital Network (ISDN) programming interfaces by terminal equipment has hindered the development of common applications using ISDN which, in turn, has constrained deployment of ISDN applications on terminal equipment such as personal computers.

This ITU-T ISDN Application Programming Interface (API), called ISDN Programming Communication Interface (PCI), is an application interface for accessing and administering ISDN services. The ISDN-PCI comprises a set of specifications in which this part is the protocol usage introduction.

ISDN-PCI has been defined in order to provide a standard that terminal equipment providers that makes possible the portability of applications that use the ISDN-PCI across a range of terminal equipment based on different operating systems.

The ISDN-PCI has been defined with the Application Developer in mind and, where possible, eliminates the need for a detailed knowledge of ISDN. It has also been defined in such a manner that future ISDN extensions will not affect the operation of existing applications.







































�1	Scope

This specification describes the Integrated Services Digital Network Programming Communication Interface (ISDN�PCI) User Plane access.

This part describes the ISDN-PCI protocol management provided by the User Plane. The User Plane provides operations which facilitate establishment, data exchange and/or release of logical communication channels. It provides messages that allow the use of underlying protocols. It is related to the user connection, which may either be associated with a connection on the B-channel or a data connection on the D-channel. 

The ISDN-PCI is located between layers 3 and 4 of the OSI reference model. In the case of transparent access, the NAF considers layers 2 and 3 as Null layers. In case of link access, the NAF considers layer 3 as Null layer and for network access layers 2 and 3 are implemented as shown in Figure 1.
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FIGURE 1  [D027]

For the support of transparent access to the ISDN B-channel, the User Plane provides access to the Physical Service Access Point (Ph-SAP). The User Plane also allows for access of another Service Access Point (SAP). It provides the services defined in Recommendation X.213 and is, therefore, located at the Network layer Service Access Point (N�SAP).

This part specifies the usage of possible protocols for the data transfer service. The User Plane provides the services for a variety of protocols. They all are optional and may be divided into the following groups:

–	layer 1 protocols;

–	layer 2 protocols;

–	layer 3 protocols.

�This part is one of a multi-part document covering User Plane description. Each protocols group is described in a separate part:

Part 3:	Describes general mechanism, coordination functionality and protocol selection mechanism.

Part 4:	Defines protocol usage for layer one protocols: 

–	Transparent B-channel access.

Part 5: 	Defines protocol usage for layer two protocols:

–	ISO/IEC 7776;

–	HDLC;

–	PPP;

–	SDLC;

–	V.110.

Part 6: 	Defines protocol usage for layer three protocols:

–	T.90;

–	ISO/IEC 8208;

–	T.70 NL.

2	References

[1]	ITU-T Recommendation X.213 (1995), Information technology – Open Systems Interconnection – Network service definition.

[2]	Part 1, General architecture.

[3]	Part 2, Basic services.

[4]	Part 4, Layer One protocols.

[5]	Part 5, Layer Two protocols.

[6]	Part 6, Layer Three protocols.

3	Definitions

This part defines the following terms:

3.1	administration plane�: Logical grouping of functionality for management of PUF-NAF dialogue as well as for access to local or network related NAF resources.�

3.2	attribute set�: Set of parameters driving user protocols and ISDN signalling.�

3.3	B-channel�: Logical ISDN channel for the use of data transfer.�

3.4	control plane�: Logical grouping of functionality for access of ISDN signalling.�

3.5	D-channel�: Logical ISDN channel used for signalling and, in some cases, for data transfer.�

3.6	ISDN access�: Set of ISDN channels provided by a single Network Access Facility (NAF) to access ISDN services.�

3.7	ISDN programming communication interface (ISDN-PCI)�: Network (ISDN) oriented software interface providing access provisions for programming network signalling and user data exchange.�

3.8	message�: Unit of information transferred through the interface between the Network Access Facility (NAF) and the PCI User Facility (PUF).�

3.9	network access facility (NAF)�: Functional unit located between the ISDN-PCI and the network related layers.�

�3.10	network connection object (NCO)�: Abstract object within the NAF that shall be created by the PUF to gain access to network signalling or data.�

3.11	NULL layer�: Describes an empty layer of the OSI reference model. Such a layer does not contain any functionality and passes requests and responses transparently to adjourning layers.�

3.12	PCI user facility (PUF)�: Functional unit using the ISDN-PCI to access a NAF. In fact, the local application using the interface.�

3.13	user connection�: Connection accessible through User Plane functionality.�

3.14	user plane�: Logical grouping of functionality for access of user protocols and data.�

3.15	user protocol�: Protocol running and conforming to User Plane functionality.�

4	Abbreviations

This part uses the following abbreviations:

API	Application Programming Interface�

CONS	Connection Oriented Network Service�

ISDN	Integrated Services Digital Network�

LAP-B	Link Access Procedure Balanced�

LAP-D	Link Access Procedure for D-channel�

N-SAP	Network layer – Service Access Point�

NAF	Network Access Facility�

NCO	Network Connection Object�

PCI	Programming Communication Interface

Ph-SAP	Physical layer – Service Access Point�

PUF	Programming communication interface User Facility�

SAP	Service Access Point�

5	Reader’s guidance

5.1	Reader’s guide

This part is intended for software developers, implementors of applications and equipment manufacturers by providing them the general usage description of User Plane protocols.

5.2	How to use this part

Readers who:

–	need a quick overview over the described User Plane protocols management need to refer to this part;

–	intend to implement an application using the ISDN-PCI interface should read the other Parts [4], [5] and [6] depending on the desired protocol;

–	intend to build an ISDN adaptor card or equipment using the ISDN-PCI interface should refer to Appendix I and read the other Parts [4], [5] and [6] depending on the desired protocol. SDL diagrams and configuration are provided in these specific parts.

�Table 1 gives a descriptive list showing the full contents of this part.

Table 1 – List of this Part contents



Clause, Appendix�Contains ¼��Clause 1�¼	the scope of this part. This describes what this part covers��Clause 2�¼	references��Clause 3�¼	definitions of the terms used throughout this part��Clause 4�¼	definitions of the abbreviations used throughout this part��Clause 5�¼	an overview��Clause 6�¼	general presentation of protocol extension architecture��Appendix I�¼	NAF development guidelines��Appendix II�¼	key information on user protocols��



This part provides: 

–	the definition of message accesses (see clause 2);

–	the list of supported protocols and the selection method (see clause 3);

–	coordination function information (see clause 4);

–	common NCO selection criteria (see clause 5);

–	error checking principles (see clause 6);

–	AttributeSet content (see clause 7).

6	User Plane protocol management architecture

6.1	Introduction

The data management covers the functionality used to:

–	establish data connections on already established physical connections, if needed;

–	exchange data.

The User Plane of the ISDN-PCI provides the functionality defined by the data management.

So far, three sets of messages are defined in the User Plane. One set allows access to User Plane protocols providing the OSI Network-layer service interface. The second one provides access to link-layer service interface. The last set provides a transparent interface where the PUF implements the protocol to be run over the connection.

For both types of access it is important that there exists a signalling connection before any data access can be granted. In general, establishment of that signalling connection is achieved by use of Control Plane functionality, described in [3], whereas the establishment of the data access is achieved, if necessary, using User Plane functionality.

In the following subclauses, the different methods for message access which are supported by the ISDN-PCI are explained.

�6.2	Message access

6.2.1	The physical layer access (transparent access)

The ISDN-PCI supports a transparent message access. It provides access to the transparent layers 2 and 3 (NULL Layers) and thus provides direct access to the physical layer of ISDN, providing a byte synchronized control over a B�channel. The bearer service provided by the network (Bearer Capability) is not limited to digital service. For example, Bearer Capability may be "speech".

As with any message access, this type of message access offers its own set of operations. Table 2 provides an overview on User Plane operations for this message access.

Due to the nature of the access, only operations allowing direct byte stream access are provided for this message access; no user protocol is running. Thus, by establishment of a signalling connection, the transparent data access becomes available. Unlike the access via the network layer, only one data connection is accessible per signalling connection.

When using a connection on the transparent access with an NCO (NCOType C) which is associated with external equipment, the data generated on the connection shall be sent to the external equipment rather than used to generate transparent access messages. This case is outside the scope of this part.

Table 2 – User plane operations for transparent access





Operation name�Purpose of operation��Data�Data transfer��Error�Indicates an error has occurred��

6.2.2	The link layer access

The ISDN-PCI supports a link layer message access. It provides access to the transparent layer 3 (NULL Layer) and thus provides direct access to the link layer of ISDN.

This message access offers its own set of operations. Depending on the user protocol, these operations are available or not. Table 3 provides an overview on User Plane operations for this message access.

Table 3 – User plane operations for link layer access



Operation name�Purpose of operation��Connect�Establish a peer-to-peer user connection��Data�Exchange data over an established user connection, hereby relying on flow control provided by underlying protocol.��Disconnect�Disconnect connection��ReadyToReceive�Control the normal data flow��Error�Indicates an error has occurred��

6.2.3	The network layer access

The ISDN-PCI supports a network layer message access. It provides access to the User Plane protocols running in the ISDN network layer. Thus, it provides access to a network layer connection.

This message access offers its own set of operations. Depending on the user protocol, these operations are available or not. Table 4 provides an overview on User Plane operations for this message access.

�The operational set is based on Recommendation X.213 [1].

The ISDN-PCI provides, for some protocols, coordination functionality which removes the need for the PUF to use Control Plane functionality. This coordination functionality, which is available to the PUF demand, implicitly builds a signalling connection when a user connection is requested.

Table 4 – User plane operations for network layer access



Operation name�Purpose of operation��Connect�Establish a peer-to-peer user connection��Data�Exchange data over an established user connection, hereby relying on flow control provided by underlying protocol.��Expedited data�Exchange data over an established user connection, without relying on flow control provided by underlying protocol.��Data acknowledge�Acknowledgement of data reception over an established user connection��Reset�Clearing of data transfer��Disconnect�Disconnect connection��ReadyToReceive (Note)�Control the normal data flow��NOTE – This operation is not based on Recommendation X.213 [1].���

6.3	Protocols

6.3.1	Supported User Plane protocol

There are different user layer protocols which can be accessed through the various accesses. One of these User Plane protocols is selectable at the creation of the NCO.

Table 5 summarizes protocols usage defined.

Table 5 – Supported user plane protocols



Protocol�Layer��Network layer according to Recommendation T.90�3��ISO/IEC 8208�3��Network layer of Recommendation T.70 NL�3��Null layer 3 with access to ISO/IEC 7776 on layer 2�2��Null layer 3 with transparent access to HDLC framing�2��Null layer 3 with transparent access to HDLC framing with error indication�2��PPP�2��SDLC�2��V.110 asynchronous (Note)�2��V.110 synchronous (Note)�2��Transparent B-Channel access with byte framing from the network�1��NOTE – A V.110 access is offered to a PUF at the level 2 but other ways to use this protocol are possible.��

�6.3.2	Protocol selection

The protocol selection is made during the creation of the NCO, by the use of two parameters: NCOType and UProtocol parameters (see description of the ACreateNCOReq function in [3]).

6.3.2.1	NCOType parameter

Description:	This parameter is used to pass the connection object type to the NAF.

Type:	50.



Field�Field type�Direction�Required�Comment��Identifier�Octet�P�M�C (1) – Signalling access only (Note)

U3 (2) – Network user access with NAF signalling coordination (NAF coordination functionality)

C/U (3) – Signalling and network, link or physical user access.

U3/G (4) – Network user access to additional virtual circuits. This NCO must be grouped to an already created U3 or C/U type NCO. ��NOTE – NCO type C is outside the scope of Parts 3 to 6.������

6.3.2.2	UProtocol parameter

Description:	This is used to select the User Plane protocol. If the length is 3, the first octet contains the layer 3 protocol requested, the second octet contains the layer 2 protocol requested and the third octet contains the layer 1 protocol requested.

Type:	62.



Field�Field type�Direction�Required�Comment��L3Protocol�Octet�P�M�Default (255) – T.90 

T.90 (1)

ISO/IEC 8208 (2)

T.70 NL (3)

NULL (4)��L2Protocol�Octet�P�C

(Note 1)�Default (255) – ISO/IEC 7776

ISO/IEC 7776 (1)

Frame oriented transparent (2)

Frame oriented transparent with error indication (3)

PPP (4)

SDLC (5)

V.110 asynchronous (6)

V.110 synchronous (7)

NULL (8)��L1Protocol�Octet�P�C

(Note 2)�Default (255) – Transparent access with byte framing from the network

Transparent access with byte framing from the network (1)��NOTE 1 – Mandatory if L3Protocol is NULL.

NOTE 2 – Mandatory if L3Protocol and L2Protocol are NULL.������

�6.4	Coordination function

The ISDN-PCI provides direct access to signalling and to the user connection, associated with the D- and B-channels of ISDN. A PUF which uses this method, shall handle the establishment of a user connection by using the basic call control provided by the Control Plane. The coordination between signalling and user connection is handled only by the PUF. Figure 2 shows the PUF provided coordination function. As a result of controlling the signalling connection, the PUF can use the supplementary services.



� EMBED Designer.Drawing.7  ���

FIGURE 1.[D028]

The PUF may be offered an ISO Connection-mode Network Service (CONS) as defined in Recommendation X.213. This abstraction is provided by a coordination function, which maps the primitives of CONS in the User Plane according to the primitives of the Control Plane and User Plane protocols. The coordination function can only be used with the User Plane protocols relating to Recommendation X.213. The coordination function is provided as part of the NAF. Since the NAF manages the coordination between signalling and user connection, the PUF shall not access the Control Plane. Figure 3 shows the NAF provided coordination function.

The coordination function does not affect the Administration Plane.

Even if the coordination function is used by the PUF, the layers 2 and 3 protocols used are the selected protocols for the Network and Link access.
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For achieving a connection which is to be NAF coordinated, the PUF exchanges the following message:

ACreateNCOReq, with NCOType U3 and the relevant information.

A connection can then be requested using the UConnectReq. All other messages in the User Plane can still be used by the PUF. No Control Plane messages can be used in combination with an NCO of type U3. For the State diagrams, see Parts 4 to 6 [4], [5] and [6].

The coordination function may not be available for all the User Plane protocols. Therefore the coordination function availability is noted in each relevant user protocol part.

6.5	Selection criteria

6.5.1	NCO Selection – User Plane information element

In order to apply the right NCO on an incoming call, the NAF uses various criterias. General mechanism and Control Plane information elements are described in Part 2 [3].

�Some User Plane information elements can also be applied for the NCO selection. Useful elements are particular to the protocol in use. For example, in case of ISO/IEC 8208, User Plane information elements are the following:

–	packet size negotiation;

–	window size negotiation.

See other Parts (Parts 4 to 6) for User Plane information elements to be used. 

6.5.2	Action if no NCO available – User Plane incoming call

A disconnect with the protocol specific reason is issued by the NAF. The exact reason is provided in the protocol relevant subclause.

6.6	User plane error checking

Administrative message error information is returned in the Administration Plane error message. For details on the message error handling, refer to Part 2 [3].

The protocol error detection takes place after administrative checking and the mechanism used to return error information depends on the protocol. These mechanisms are described in the relevant subclause of each protocol description.

Invalid content parameter and invalid length of user data are considered as protocol error.

6.7	User plane attribute sets

Attribute sets are used to keep together important parameters for driving user protocols. A collection of attribute sets exists for this plane. They are defined in each protocol subclause [4], [5] and [6].

Appendix  I��NAF development guidelines 

The main body of this part contains the description of the ISDN-PCI from the PUF point of view. Following this approach, some points, not directly related to the PUF, which have an impact on the development of the NAF are not described. These points may be of interest for the NAF development and are, therefore, described in this appendix. It gives guidelines for the development of the NAF in accordance with the main body of this part.

Consider this appendix from the following viewpoints:

–	This appendix gives additional points. The NAF has to be implemented using this part. It should implement the ISDN-PCI in such a way that the functionality described is provided.

–	The main body of this part should be given priority if there is anything not clear in this appendix or the interpretation between the main body of this part and this appendix is different.

–	This appendix does not try to impose any constraints on the implementation of the NAF. The objective is to give guidelines as to how the NAF can be developed to be in line with this part.

I.1	User plane error management

The error processing for this plane is defined for each protocol in the relevant part [4], [5], [6].

�I.2	NAF configuration

Global Configuration, system configuration and Control plane configuration are provided in Part 2.

User plane configuration can be found in Parts 4 to 6 [4], [5], [6], depending on the protocol.

I.3	Coordination function – Outgoing User Plane call

Figure I.1 shows the establishment of the Control Plane connection. The states indicated are internal to the NAF.
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�I.4	Coordination function – Incoming ISDN call 

The following state diagram (see Figure I.2) shows the establishment of the Control Plane connection. The states indicated are internal to the NAF.
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�Appendix  II��User protocols

This appendix summarizes key information to make use of User Plane protocols. Values in parenthesis are decimal coded.



Protocol�NCOType�UProtocol�UDirection�Function coordination��Transparent access�. C/U�. NULL (4)�. NULL (8)�. Transparent access (1)�“Both”�or �absent�No��V.110�. C/U�. NULL (4)�. V.110 (6 or 7)�. (...)�“Both”�or �absent�No��PPP�. C/U�. NULL (4)�. PPP (4)�. (...)�“Both”�or �absent�No��SDLC�. C/U�. NULL (4)�. SDLC (5)�. (...)�“Both”�or �absent�No��HDLC�. C/U�. NULL (4)�. HDLC (2 or 3)�. (...)�“Both”�or �absent�No��ISO/IEC 7776�. C/U�. NULL (4)�. ISO/IEC 7776 (1)�. (...)�“Both”�or �absent�No��T.70�. C/U�. T.70 (3)�. /�. (...)�“Both”�or �absent�No��ISO/IEC 8208�. C/U�. U3�. U3/G�. ISO/IEC 8208 (2)�. (...)�. (...)�Used�Yes��T.90�. C/U�. U3�. U3/G�. T.90 (1)�. ISO/IEC 7776 (1)�. (...)�Used�Yes��NOTE – When (...) is used, it means that there is not a fixed value.��
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�PART–4:––LAYER  ONE  PROTOCOLS

Summary

This part of the specification details procedures, messages and parameters used to access the ISDN-PCI’s User Plane protocols that provide a layer 1 communication service.





Introduction

The use of different Integrated Services Digital Network (ISDN) programming interfaces by terminal equipment has hindered the development of common applications using ISDN which, in turn, has constrained deployment of ISDN applications on terminal equipment such as personal computers.

This ITU-T ISDN Application Programming Interface (API), called ISDN Programming Communication Interface (PCI), is an application interface for accessing and administering ISDN services. The ISDN-PCI comprises a set of specifications in which this part is the layer 1 protocol usage description.

ISDN-PCI has been defined in order to provide a standard for terminal equipment providers that makes possible the portability of applications that use the ISDN-PCI across a range of terminal equipment based on different operating systems.

The ISDN-PCI has been defined with the Application Developer in mind and, where possible, eliminates the need for a detailed knowledge of ISDN. It has also been defined in such a manner that future ISDN extensions will not affect the operation of existing applications.









































�1	Scope

This part describes the Integrated Services Digital Network Programming Communication Interface (ISDN-PCI) layer 1 protocols provided by the ISDN-PCI User Plane. It forms a part of specification on ISDN-PCI.

It describes the specific elements (messages, parameters, attribute sets, etc.) relating to the layer 1 user protocols. This part covers the Transparent B-channel access user protocol. ITU-T Recommendations describing other layer 1 user protocols are for further study.

2	References

[1]	Part 1, General architecture.

[2]	Part 2, Basic services.

[3]	Part 3, User plane protocols management architecture.

3	Definitions

This part defines the following terms:

3.1	attribute set�: Set of parameters driving user protocols and ISDN signalling.�

3.2	B-channel�: Logical ISDN channel for the use of data transfer.�

3.3	control plane�: Logical grouping of functionality for access of ISDN signalling.�

3.4	D-channel�: Logical ISDN channel used for signalling and in some cases, for data transfer.�

3.5	ISDN access�: Set of ISDN channels provided by a single Network Access Facility (NAF) to access ISDN services.�

3.6	ISDN programming communication interface (ISDN-PCI)�: ISDN oriented software interface providing access provisions for programming network signalling and user data exchange.�

3.7	message�: Unit of information transferred through the interface between the Network Access Facility (NAF) and the PCI User Facility (PUF).�

3.8	network access facility (NAF)�: Functional unit located between the ISDN-PCI and the network related layers.�

3.9	network connection object (NCO)�: Abstract object within the NAF that is created by the PUF to gain access to network signalling or data.�

3.10	NULL layer�: Describes an empty layer of the OSI reference model. Such a layer does not contain any functionality and passes requests and responses transparently to adjoining layers.�

3.11	PCI user facility (PUF)�: Functional unit using the ISDN-PCI to access a NAF, e.g. the local application using the interface.�

3.12	user connection�: Connection accessible through User Plane functionality.�

3.13	user plane�: Logical grouping of functionality for access of user protocols and data.�

3.14	user protocol�: Protocol running and conforming to User Plane functionality.�

4	Abbreviations

This part uses the following abbreviations:

API	Application Programming Interface�

ISDN	Integrated Services Digital Network�

LAP-B	Link Access Procedure Balanced�

LAP-D	Link Access Procedure for D-channel�

NAF	Network Access Facility�

�NCO	Network Connection Object�

PCI	Programming Communication Interface�

PUF	Programming communication interface User Facility�

SAP	Service Access Point�

5	Reader’s guidance

5.1	Reader’s guide

This part is intended for software developers, implementors of applications and equipment manufacturers by providing them the usage description of layer 1 User Plane protocols.

5.2	How to use this part

Readers who:

–	need a quick overview over the described User Plane protocols need to refer to the Part 3 [3];

–	intend to implement an application using the ISDN-PCI interface with a layer 1 user protocol should read this specification. Protocol usage is provided in clause 6;

–	intend to build an ISDN adaptor card or equipment using the ISDN-PCI interface with a layer 1 user protocol should read this specification. Protocol usage is provided in clause 6, while Appendix I describes informative default configuration values.

Table 1 gives a descriptive list showing the full contents of this part.

Table 1 – List of contents



Clause, Annex, Appendix�Contains ¼��Clause 1�¼	the scope of this part. This describes what this part covers��Clause 2�¼	references��Clause 3�¼	definitions of the terms used throughout this part��Clause 4�¼	definitions of the abbreviations used throughout this part��Clause 5�¼	gives an overview��Clause 6�¼	transparent access��Appendix I�¼	informative default configuration values��

For each supported protocol, this part provides: 

–	description of available user messages (see clause 2);

–	description of useful user parameters (see clause 3);

–	the protocol state diagram (see clause 4);

–	coordination function information (see clause 5);

–	specific NCO selection criteria (see clause 6);

–	specific error handling and codes (see clause 7);

–	AttributeSet definition (see clause 8).

Appendix I gives default protocol configuration values if any.

�6	Transparent B-channel access with byte framing from the network

6.1	Introduction

This clause deals with the Transparent B-channel access protocol with byte framing from the network. The BearerCap parameter indicates if the B-channel is used at 64 kbit/s or 56 bit/s.

For this access, the NAF considers layers 2 and 3 as a Null layers, as shown in Figure 1.

The OSI location of the 64 kbit/s transparent protocol is shown in Figure 1.

General description conventions are provided in [2].
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6.2	Messages

Table 2 gives an overview of user messages.

Table 2 – Overview of user messages



Message identifier�Class�Message name�Purpose of message��307�1�UDataReq�Request transfer of data��308�1�UDataInd�Indicate arrival of transferred data��319�1�UErrorInd�Indicate an error��

�6.2.1	UDataReq

Class:	1 (Basic class).

Description:	This message allows a PUF to send transparent data on the B-channel. By default, the data are sent without any protocol as byte stream. The synchronization used on the B-channel is character oriented. When no more data is available, the NAF will send the IdleFlag octet provided in the Attribute Set used for this connection.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the Control Plane connection��

Remark:	Data to send are mandatory. They are not provided as a parameter of the message.

	Mandatory data shall be provided in the data buffer.

Related:	None.



6.2.2	UDataInd

Class:	1 (Basic class).

Description:	This message indicates to a PUF received transparent data on the B�channel. The data are received without any protocol or control as byte stream. The IdleFlag parameter provided as the default padding character in the Attribute Set is not extracted from the data received.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the Control Plane connection��

Remark:	Data received is always provided, but not as a parameter of the message.

	Data is provided in the data buffer. This buffer, in this case, shall be mandatory.

Related:	UErrorInd.



6.2.3	UErrorInd

Class:	1 (Basic class).

Description:	This message indicates to a PUF that an error has occurred.

Parameters:



Name�Provided�Comment��NCOID�M�Identifies the Control Plane connection��Cause�M�Identifies type of error��

Related:	None.



�6.3	Messages parameters

This subclause describes parameters for the plane. Table 3 summarizes used parameters.

Table 3 – Overview of user parameters



Parameter identifier�Parameter name�Used in user messages�Used in UAttributeSet�Other use��35�IdleFlag��X���50�NCOType���X��62�UProtocol��X���63�UAttributeName���X��64�UDirection���X��68�Cause�X����

6.3.1	IdleFlag

Description:	Flag byte to be sent by the NAF when the user access is idle.

Type:	35.



Field�Field type�Direction�Required�Comment��IdleFlag�Octet�P�M�Flag byte��

6.3.2	NCOType

Description:	This parameter is used to pass the connection object type to the NAF.

Type:	50.



Field�Field type�Direction�Required�Comment��Identifier�Octet��M�C/U (3) – Signalling and transparent user access��

6.3.3	UProtocol

Description:	This is used to select the User Plane protocol. The first byte contains the layer 3 protocol requested, the second contains the layer 2 protocol requested and the third contains the layer 1 protocol requested.

Type:	62.



Field�Field type�Direction�Required�Comment��L3Protocol�Octet�P�M�NULL (4)��L2Protocol�Octet�P�M�NULL (8)��L1Protocol�Octet�P�M�Transparent B-channel access (1)��

Remark:	Other values (for other protocols) are provided in [3].

�6.3.4	UAttributeName

Description:	This parameter is used to pass the name of a static set of User Plane attributes from the PUF.

Type:	63.



Field�Field type�Direction�Required�Comment��AttributeName�IA5-string�P�M�16 bytes is the maximum length��

6.3.5	UDirection

Description:	This parameter is used to pass information concerning the usage of a particular NCO to the NAF, for the User Plane.

Type:	64.



Field�Field type�Direction�Required�Comment��Direction�Octet�P�O�both (3)��

6.3.6	Cause

Description:	This parameter is used to pass Cause information for disconnection to the PUF.

Type:	68.



Field�Field type�Direction�Required�Comment��Value�Octet�N�M�210 – Overflow��

6.4	State diagram

User messages do not change the state of the connection.

6.5	Coordination function

The coordination function cannot be used with the User Plane protocol relating to the transparent B-channel access.

6.6	Selection criteria

No specific parameters are used. General NCO criteria are provided in [2]. 

6.7	Specific error handling

Errors are dealt with in the following manner: in case of overflow of Incoming Data, PUF is sent UErrorInd.

�6.8	Static attributes

6.8.1	AttributeSet parameters

Table 4 – User plane Attribute Set (UAttributeSet) parameters



Parameter�Required�Comment��IdleFlag�C�Flag byte to be sent while idle. See 6.3.1.��Uprotocol�O�See 6.3.3��

Remark:	It is only possible to use these parameters during NCO creation containing Control Plane information. Refer to subclause – ACreateNCO operation – in [2] for details.

	If parameters are omitted, defaults shall be used. The default values described in Appendix I.



6.8.2	Static attribute content



Name:	U-TRANSPARENT

UProtocol:	64 kbit/s

IdleFlag:	0xFF��

Appendix  I��Configuration

I.1	Transparent B-channel access

Table I.1 – User Plane configuration for the transparent B-channel access



Parameter�Suggested default�Comment��Idle flag default value�0xFF���
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�PART–5:––LAYER  TWO  PROTOCOLS

Summary

This part of the specification details Procedures, Messages and Parameters used to access the ISDN-PCI’s User Plane Protocols that provide a Layer 2 communication service.







Introduction

The use of different Integrated Services Digital Network (ISDN) programming interfaces by terminal equipment has hindered the development of common applications using ISDN which, in turn, has constrained deployment of ISDN applications on terminal equipment such as personal computers.

This ITU-T ISDN Application Programming Interface (API), called ISDN Programming Communication Interface (PCI), is an application interface for accessing and administering ISDN services. The ISDN-PCI comprises a set of specifications in which this part is the Layer 2 protocol usage description.

ISDN-PCI has been defined in order to provide a standard for terminal equipment providers that makes possible the portability of applications that use the ISDN-PCI across a range of terminal equipment based on different operating systems.

The ISDN-PCI has been defined with the Application Developer in mind and, where possible, eliminates the need for a detailed knowledge of ISDN. It has also been defined in such a manner that future ISDN extensions will not affect the operation of existing applications.







































�1	Scope

Part 5 describes the Integrated Services Digital Network Programming Communication Interface (ISDN-PCI) layer 2 protocols provided by the ISDN-PCI User Plane. It forms a part of the specification on ISDN-PCI.

It describes the specific elements (messages, parameters, attribute sets, etc.) relating to the layer 2 user protocols. This part covers ISO/IEC 7776, HDLC with or without error indication, PPP, SDLC and V110 user protocols. Other layer 2 user protocol descriptions are for further study.

2	References

[1]	Part 1, General architecture.

[2]	Part 2, Basic services.

[3]	Part 3, Protocol extension architecture.

[4]	ISO/IEC 7776:1995, Information technology – Telecommunications and information exchange between systems – High-level data link control procedures – Description of the X.25 LAPB-compatible DTE data link procedures.

[5]	ITU-T Recommendation V.110 (1996), Support of data terminal equipments with V-Series type interfaces by an integrated services digital network.

3	Definitions

This part defines the following terms:

3.1	Attribute set�: Set of parameters driving user protocols and ISDN signalling.�

3.2	B-channel�: Logical ISDN channel for the use of data transfer.�

3.3	control plane�: Logical grouping of functionality for access of ISDN signalling.�

3.4	D-channel�: Logical ISDN channel used for signalling and, in some cases, for data transfer.�

3.5	ISDN access�: Set of ISDN channels provided by a single Network Access Facility (NAF) to access ISDN services.�

3.6	ISDN programming communication interface (ISDN-PCI)�: Network (ISDN) oriented software interface providing access provisions for programming network signalling and user data exchange.�

3.7	message�: Unit of information transferred through the interface between the Network Access Facility (NAF) and the PCI User Facility (PUF).�

3.8	network access facility (NAF)�: Functional unit located between the ISDN-PCI and the network related layers.�

3.9	network connection object (NCO)�: Abstract object within the NAF that shall be created by the PUF to gain access to network signalling or data.�

3.10	NULL layer�: Describes an empty layer of the OSI reference model. Such a layer does not contain any functionality and passes requests and responses transparently to adjourning layers.�

3.11	PCI user facility (PUF)�: Functional unit using the ISDN-PCI to access an NAF. In fact, the local application using the interface.�

3.12	user connection�: Connection accessible through User Plane functionality.�

3.13	user plane�: Logical grouping of functionality for access of user protocols and data.�

3.14	user protocol�: Protocol running and conforming to User Plane functionality.�

�4	Abbreviations

This part uses the following abbreviations:

API	Application Programming Interface�

ISDN	Integrated Services Digital Network�

LAP-B	Link Access Procedure Balanced�

LAP-D	Link Access Procedure for D-channel�

NAF	Network Access Facility�

NCO	Network Connection Object�

PCI	Programming Communication Interface�

PUF	Programming communication interface User Facility�

5	Reader’s guidance

5.1	Reader’s guide

This part is intended for software developers, implementors of applications and equipment manufacturers by providing them the usage description of layer 2 User Plane protocols.

5.2	How to use this part

Readers who:

–	need a quick overview of the described User Plane protocols should refer to Part 3;

–	intend to implement an application using the ISDN-PCI interface with a layer 2 user protocol should read this part. Protocol usage is provided in clauses 6 to 11;

–	intend to build an ISDN adaptor card or equipment using the ISDN-PCI interface with a layer 2 user protocol should read this part. Protocol usage is provided in clauses 6 to 11, while Appendices I and II describe default configuration values and NAF diagrams.

Table 1 provides a list showing the major clauses in this part.

Table 1 – List of contents



Clause, Annex, Appendix�Contains ...��Clause 1�... the scope of this part. This describes what this part covers��Clause 2�... references��Clause 3�... definitions of the terms used throughout this part��Clause 4�... definitions of the abbreviations used throughout this part��Clause 5�... gives an overview��Clause 6�... ISO/IEC 7776 protocol��Clause 7�... HDLC protocol��Clause 8�... HDLC protocol with error indication��Clause 9�... PPP protocol��Clause 10�... SDLC protocol��Clause 11�... V.110 protocol��Appendix I�... informative default configuration values��Appendix II�... informative NAF SDL diagrams��

�For each supported protocol, this part provides: 

–	description of available user messages (see clause 2);

–	description of useful user parameters (see clause 3);

–	the protocol state diagram (see clause 4);

–	coordination function information (see clause 5);

–	specific NCO selection criteria if it exists (see clause 6);

–	specific error handling and codes (see clause 7);

–	AttributeSet definition (see clause 8).

Appendix I gives default protocol configuration values if any.

Appendix II shows NAF-SDL diagrams describing most of the situations.

6	ISO/IEC 7776 protocol

6.1	Introduction

This clause deals with the ISO/IEC 7776 protocol. 

The User Plane provides the services for ISO/IEC 7776 protocol using the User Plane protocols on a connection on B�channel. For this access, the NAF considers layer 3 as a Null, as shown in Figure 1.

The OSI location of the ISO/IEC 7776 protocol is shown in Figure 1.

The general description conventions are provided in [2].
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�6.2	Messages

The user plane messages provide an access to ISO/IEC 7776 protocol stacks. Following is a list and short description of relevant user plane messages. Table 2 gives an overview of these messages.

Table 2 – Overview of user messages



Message�identifier�Class�Message name�Purpose of message��301�1�UConnectReq�Request establishment of a user connection��302�1�UConnectInd�Indicate establishment of a user connection has been requested��303�1�UConnectRsp�Indicate acceptance of user connection establishment��304�1�UConnectCnf�Confirm user connection has been established��305�1�UDisconnectReq�Request removal of user connection��306�1�UDisconnectInd�Indicate removal of user connection��307�1�UDataReq�Request data transfer on an established user connection��308�1�UDataInd�Indicate arrival of transferred data on an established user connection��317�1�UReadyToReceiveReq�Used to perform flow control for a user connection��318�1�UReadyToReceiveInd�Used to indicate flow control status on a user connection��

6.2.1	UConnectReq

Class:	1 (Basic class).

Description:	This message allows a PUF to initiate the establishment of a user connection.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Related:	UConnectCnf.



6.2.2	UConnectInd

Class:	1 (Basic class).

Description:	This message informs a PUF of an incoming demand to establish a user connection.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Related:	UConnectRsp.



�6.2.3	UConnectRsp

Class:	1 (Basic class).

Description:	This message allows a PUF to accept the establishment of a user connection.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Related: 	UConnectInd.



6.2.4	UConnectCnf

Class:	1 (Basic class).

Description:	This message informs the PUF on the establishment of a user connection.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Related:	UConnectReq.



6.2.5	UDisconnectReq

Class:	1 (Basic class).

Description:	This message allows a PUF to remove a user connection.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Related:	None.



6.2.6	UDisconnectInd

Class:	1 (Basic class).

Description:	This message informs a PUF that a user connection has been removed.

Parameters:



Name�Provided�Comment��NCOID�M�Identifies the user connection��Origin�M�Identifies the initiator of the user connection removal��Cause�M�Identifies the reason of the user connection removal��

Related:	None.



�6.2.7	UDataReq

Class:	1 (Basic class).

Description:	This message allows a PUF to send a data packet. The size of a data packet is restricted to the layer 2 data packet size defined at the NCO creation time.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Remark:	Data to send are mandatory. They are not provided as a parameter of the message.

	Mandatory data shall be provided in the data buffer.

Related:	None.



6.2.8	UDataInd

Class:	1 (Basic class).

Description:	This message indicates the presence of received data to a PUF. The size of a data packet is restricted to the data packet size described at the NCO creation time.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Remark:	Data received are always provided, but not as a parameter of the message.

	Data are provided in the data buffer. This buffer, in this case, is mandatory.

Related:	None.



�6.3	Messages parameters

This subclause describes parameters for the ISO/IEC 7776 protocol. Table 3 summarizes used parameters. They are alphabetically ordered.

Table 3 – Overview of user parameters



Parameter�identifier�Parameter name�Use in user messages�Use in UAttributeSet�Other use��38�L2ConnectionMode��X���40�L2WindowSize��X���41�L2XID��X���50�NCOType���X��62�UProtocol��X���63�UAttributeName���X��64�UDirection���X��68�Cause�X����69�Origin�X����

6.3.1	L2ConnectionMode

Description:	This parameter is used only if it is not defined in L2XID value field. It is used to pass details of the layer connection mode to the NAF.

Type:	38.



Field�Field type�Direction�Required�Comment��Value�Octet�P�M�dte (1) – Act as secondary link station (non negotiable)

dce (2) – Act as primary link station (non negotiable)

auto (3) – Link station role is negotiable by XID exchange��

6.3.2	L2WindowSize

Description:	This parameter is used only if it is not defined in L2XID value field. It is used to pass details of the layer 2 window size to the NAF.

Type:	40.



Field�Field type�Direction�Required�Comment��Value�Octet�P�M�Window size��

�6.3.3	L2XID

Description:	This is used to pass details of the layer 2 XID value and its use. XID information field may include values that override some parameters defined elsewhere.

Type:	41.



Field�Field type�Direction�Required�Comment��Use�Octet�P�M�send (1) – Send XID.

match (2) – Match XID with XID received. If XID does not match, connection shall not be established.��Value�Octet-string�P�M�XID value (Identifier and signature)

Maximum length is 64 octets.��

6.3.4	NCOType

Description:	This parameter is used to pass the connection object type to the NAF.

Type:	50.



Field�Field type�Direction�Required�Comment��Identifier�Octet�P�M�C/U (3) – Signalling and network layer user access��

6.3.5	UProtocol

Description:	This is used to select the User Plane protocol.

Type:	62.



Field�Field type�Direction�Required�Comment��L3Protocol�Octet�P�M�NULL (4)��L2Protocol�Octet�P�M�ISO/IEC 7776 (0)��L1Protocol�Octet�P�O�Default (255) – Transparent B�channel access��

Remark:	Other possible values (for other protocols) are provided in Part 2 [2].



�6.3.6	UAttributeName

Description:	This parameter is used to pass the name of a static set of User Plane attributes from the PUF.

Type:	63.



Field�Field type�Direction�Required�Comment��AttributeName�IA5-string�P�M�16 bytes is the maximum length��

6.3.7	UDirection

Description:	This parameter is used to pass information concerning the usage of a particular NCO to the NAF, for the User Plane.

Type:	64.



Field�Field type�Direction�Required�Comment��Direction�Octet�P�M�both (3)��

6.3.8	Cause

Description:	This parameter is used to pass Cause information for disconnection to the PUF.

Type:	68.



Field�Field type�Direction�Required�Comment��Value�Octet�N�M�Value provided in Table 4��

6.3.9	Origin

Description:	This parameter is used to pass the origin information of the disconnection to the PUF.

Type:	69.



Field�Field type�Direction�Required�Comment��Value�Octet�N�M�undefined (1)

NAF Provider (2)

Remote User (3)��

�6.4	State diagram

Figure 2 shows the different states a user connection can get, using the U-messages, and in which order these messages shall be used.
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6.5	Coordination function

The coordination function cannot be used with the User Plane protocol relating to the ISO/IEC 7776 protocol.

6.6	Selection criteria

No ISO/IEC 7776 protocol specific parameters are used. General NCO criteria are provided in [2]. 

6.7	Specific error handling and codes

In case of invalid length of UDataReq UserData, parameter PUF is sent UDisconnectInd.

The Table 4 gives possible values of the Cause parameter.

�Table 4 – Cause parameter value



Return code�Meaning�ErrorSpecific information��Undefined�220�Undefined error situation�Not present��DiscNorm�241�Disconnection – Normal condition�Not present��InvalidSequence�244�Connection rejected – Invalid sequencing in the frame numbering (transient condition)�Not present��FrameTooBig�245�Connection rejected – Reception of a frame bigger than defined in the NCO value (fixed condition)�Not present��

6.8	Static attributes

6.8.1	AttributeSet parameters

Table 5 – User plane Attribute Set (UAttributeSet) parameters



Parameter�Required�Comment��Uprotocol�O�See Remark. See also 6.5.��L2ConnectionMode�O�See Remark. See also 6.1.��L2WindowSize�O�See Remark. See also 6.2.��L2XID�O�See Remark. See also 6.3.��

Remark:	It is only possible to use these parameters during NCO creation containing control plane information. Refer to subclause – ACreateNCO operation – in [2] for details.

	If parameters are omitted, defaults shall be used by the NAF. Default values are described in Appendix I.



6.8.2	Static attribute content



Name:	U_ISO7776

L2FrameSize:	128

L2WindowSize:	7

L2ConnectionMode:	Auto

L2XID:	Send and match��7	HDLC protocol

7.1	Introduction

This clause deals with the HDLC protocol.

For this access, the NAF considers layer 3 as a Null, as shown in Figure 3.

The OSI location of the HDLC protocol is shown in Figure 3.

General description conventions are provided in [2].
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7.2	Messages

The User Plane messages provide an access to the protocol stacks. Following is a list and short description of significant User Plane messages. Table 6 gives an overview of these messages.

Table 6 – Overview of user messages



Message�identifier�Class�Message name�Purpose of message��307�1�UDataReq�Request data transfer on an established user connection��308�1�UDataInd�Indicate arrival of transferred data on an established user connection��

�7.2.1	UDataReq

Class:	1 (Basic class).

Description:	This message allows a PUF to send a data packet. The size of a data packet is limited by the maximum allowed at the ISDN-PCI interface, i.e. 4096 octets.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Remark:	Data to send are mandatory. They are not provided as a parameter of the message.

	Mandatory data shall be provided in the data buffer.

Related:	None.



7.2.2	UDataInd

Class:	1 (Basic class).

Description:	This message indicates the presence of received data to a PUF. The size of a data packet is limited by the maximum allowed at the ISDN-PCI interface, i.e. 4096 octets.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Remark:	Data received are always provided, but not as a parameter of the message.

	Data are provided in the data buffer. This buffer, in this case, is mandatory.

Related:	None.



7.3	Messages parameters

This subclause describes parameters for the HDLC plane. Table 7 summarizes used parameters. They are alphabetically ordered.

Table 7 – Overview of user parameters



Parameter�Identifier�Parameter name�Use in user messages�Use in UAttributeSet�Other use��50�NCOType���X��62�UProtocol��X���63�UAttributeName���X��64�UDirection���X��

�7.3.1	NCOType

Description:	This parameter is used to pass the connection object type to the NAF.

Type:	50.



Field�Field type�Direction�Required�Comment��Identifier�Octet��M�C/U (3) – Signalling and link layer user access��

7.3.2	UProtocol

Description:	This is used to select the User Plane protocol.

Type:	62.



Field�Field type�Direction�Required�Comment��L3Protocol�Octet�P�M�NULL (4)��L2Protocol�Octet�P�M�HDLC (2)��L1Protocol�Octet�P�O�Default (255) – Transparent B�channel access ��

Remark:	Other possible values (for other protocols) are provided in [3].



7.3.3	UAttributeName

Description:	This parameter is used to pass the name of a static set of User Plane attributes from the PUF.

Type:	63.



Field�Field type�Direction�Required�Comment��AttributeName�IA5-string�P�M�16 is the maximum length��

7.3.4	UDirection

Description:	This parameter is used to pass information concerning the usage of a particular NCO to the NAF, for the User Plane.

Type:	64.



Field�Field type�Direction�Required�Comment��Direction�Octet�P�O�both (3)��

�7.4	State diagram

User messages do not change the state of the connection.

7.5	Coordination function

The coordination function cannot be used with this User Plane protocol.

7.6	Selection criteria

No specific parameters are used. General NCO criteria are provided in [2]. 

7.7	Specific error handling and codes

Protocol errors are not available at the interface.

7.8	Static attributes

7.8.1	AttributeSet parameters

Table 8 – User plane Attribute Set (UAttributeSet) parameters



Parameter�Required�Comment��Uprotocol�O�See Remark. See also 7.3.2.��

Remark:	It is only possible to use these parameters during NCO creation containing Control Plane information. Refer to subclause – ACreateNCO operation – in [2] for details.

	If parameters are omitted, defaults shall be used by the NAF. Default values are described in Appendix I.



7.8.2	Static attribute content



Name:	U_HDLC

UProtocol:	HDLC��

8	HDLC protocol with error

8.1	Introduction

This clause deals with the HDLC protocol with error.

For this access, the NAF considers layer 3 as a Null, as shown in Figure 4.

The OSI location of the HDLC protocol is shown in Figure 4.

General description conventions are provided in [2].
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8.2	Messages

The User Plane messages provide an access to the protocol stacks. Following is a list and short description of significant User Plane messages. Table 9 gives an overview of these messages.

Table 9 – Overview of user messages



Message�identifier�Class�Message name�Purpose of message��307�1�UDataReq�Request data transfer on an established user connection��308�1�UDataInd�Indicate arrival of transferred data on an established user connection��

�8.2.1	UDataReq

Class:	1 (Basic class).

Description:	This message allows a PUF to send a data packet. The size of a data packet is limited by the maximum allowed at the ISDN-PCI interface, i.e. 4096 octets.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Remark:	Data to send are mandatory. They are not provided as a parameter of the message.

	Mandatory data shall be provided in the data buffer.

Related:	None.



8.2.2	UDataInd

Class:	1 (Basic class).

Description:	This message indicates the presence of received data to a PUF. The size of a data packet is limited by the maximum allowed at the ISDN-PCI interface, i.e. 4096 octets.

Parameters:



Name�Provided�Comment��NCOID�M�Identifies the user connection��Cause�O�Identifies the type of error��

Remark:	Data received are always provided, but not as a parameter of the message.

	Data are provided in the data buffer. This buffer, in this case, is mandatory.

Related:	None.



8.3	Messages parameters

This subclause describes parameters for the HDLC plane. Table 10 summarizes used parameters. They are alphabetically ordered.

Table 10 – Overview of user parameters



Parameter�identifier�Parameter name�Use in user messages�Use in UAttributeSet�Other use��50�NCOType���X��62�UProtocol��X���63�UAttributeName���X��64�UDirection���X��68�Cause�X����

�8.3.1	NCOType

Description:	This parameter is used to pass the connection object type to the NAF.

Type:	50.



Field�Field type�Direction�Required�Comment��Identifier�Octet��M�C/U (3) – Signalling and link layer user access��

8.3.2	UProtocol

Description:	This is used to select the User Plane protocol.

Type:	62.



Field�Field type�Direction�Required�Comment��L3Protocol�Octet�P�M�NULL (4)��L2Protocol�Octet�P�M�HDLC protocol with error (3)��L1Protocol�Octet�P�O�Default (255) – Transparent access ��

8.3.3	UAttributeName

Description:	This parameter is used to pass the name of a static set of User Plane attributes from the PUF.

Type:	63.



Field�Field type�Direction�Required�Comment��AttributeName�IA5-string�P�M�16 is the maximum length��

8.3.4	UDirection

Description:	This parameter is used to pass information concerning the usage of a particular NCO to the NAF, for the User Plane.

Type:	64.



Field�Field type�Direction�Required�Comment��Direction�Octet�P�O�both (3)��

�8.3.5	Cause

Description:	This parameter is used to pass Cause information to/from the PUF.

Type:	68.



Field�Field type�Direction�Required�Comment��Value�Octet�B�M�210 – Overflow

211 – Framing error��

8.4	State diagram

User messages do not change the state of the connection.

8.5	Coordination function

The coordination function cannot be used with this User Plane protocol.

8.6	Selection criteria

No specific parameters are used. General NCO criteria are provided in [2].

8.7	Specific error handling 

In case of invalid length of UDataReq UserData parameter, PUF is sent UDataInd with Cause parameter.

8.8	Static attributes

8.8.1	AttributeSet parameters

Table 11 – User plane Attribute Set (UAttributeSet) parameters



Parameter�Required�Comment��Uprotocol�O�See Remark. See also 8.3.2.��

Remark :	It is only possible to use these parameters during NCO creation containing Control Plane information. Refer to subclause – ACreateNCO operation – in [2] for details.

	If parameters are omitted, defaults shall be used by the NAF. Default values are described in Appendix I.



8.8.2	Static attribute content



Name:	U_HDLC_E

UProtocol:	HDLC��

�9	PPP protocol

9.1	Introduction

This clause deals with the PPP protocol.

The User Plane provides the services for PPP using the User Plane protocols on a connection on B-channel. For this access, the NAF considers layer 3 as a Null, as shown in Figure 5.

The OSI location of the PPP protocol is shown in Figure 5.
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NOTE – PPP is defined as a set of protocols which can be divided into groups: 

·	Link Control Protocols (LCP) in charge of the establishment, configuration and testing of the data link connection;

·	a family of Network Control Protocols (NCP) in charge of the establishment and configuration of the different network layers protocols.

The PPP implementation in the ISDN-PCI applies only on the Link Control Protocols LCP (RFC 1548), PPP Link Quality Monitoring (RFC 1333) and PPP Authentification Protocols (RFC 1334) and RFC 1570 PPP-LCP Extensions (RFC 1570).

The NCPs which handle problems concerning the configuration of network protocols are defined in specific documents. These are not covered by this specification.

General description conventions are provided in [2].

�9.2	Messages

The User Plane messages provide an access to PPP protocol stacks. Following is a list and short description of relevant User Plane messages. Table 12 gives an overview of these messages.

Table 12 – Overview of user messages



Message�identifier�Class�Message name�Purpose of message��301�1�UConnectReq�Request establishment of a user connection��302�1�UConnectInd�Indicate establishment of a user connection has been requested��303�1�UConnectRsp�Indicate acceptance of user connection establishment��304�1�UConnectCnf�Confirm user connection has been established��305�1�UDisconnectReq�Request removal of user connection��306�1�UDisconnectInd�Indicate removal of user connection��307�1�UDataReq�Request data transfer on an established user connection��308�1�UDataInd�Indicate arrival of transferred data on an established user connection��319�1�UErrorInd�Indicate an error��

9.2.1	UConnectReq

Class:	1 (Basic class).

Description:	This message allows a PUF to initiate the establishment of a user connection.

Parameters:



Name�Required�Comment��NCOID�M�Identifies the user connection��PPPNegotiation�M�Indicates the requested value��

Related:	UConnectCnf.



9.2.2	UConnectInd

Class:	1 (Basic class).

Description:	This message informs a PUF of an incoming demand to establish a user connection.

Parameters:



Name�Provided�Comment��NCOID�M�Identifies the user connection��PPPNegotiation�M�Indicates the value proposed for this user connection��

Related:	UConnectRsp.



�9.2.3	UConnectRsp

Class:	1 (Basic class).

Description:	This message allows a PUF to accept the establishment of a user connection.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Related: 	UConnectInd.



9.2.4	UConnectCnf

Class:	1 (Basic class).

Description:	This message informs the PUF on the establishment of a user connection.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Related:	UConnectReq.



9.2.5	UDisconnectReq

Class:	1 (Basic class).

Description:	This message allows a PUF to remove a user connection.

Parameters:



Name�Required�Comment��NCOID�M�Identifies the user connection��PPPCause�O�PPP reason to remove the user connection��

Related:	None.



�9.2.6	UDisconnectInd

Class:	1 (Basic class).

Description:	This message informs a PUF that a user connection has been removed.

Parameters:



Name�Provided�Comment��NCOID�M�Identifies the user connection��PPPOrigin�M�Identifies the initiator of the user connection removal��PPPCause�O�PPP reason to remove the user connection��PPPDiagnostic�C�Complementary information for PPPCause. Optional if PPPCause parameter supplied��

Related:	None.



9.2.7	UDataReq

Class:	1 (Basic class).

Description:	This message allows a PUF to send a data packet. The size of a data packet is restricted to the data packet size negotiated during the user connection establishment.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Remark:	Data to send are mandatory. They are not provided as a parameter of the message.

	Mandatory data shall be provided in the data buffer.

	Address field is set to "11111111" (All-Station address) and control field is set to "00000011" (Unnumbered Information) with bit P/F set to zero. The FCS is inserted at the end of each data block with the flag, transparently by the NAF.

Related: 	None.



�9.2.8	UDataInd

Class:	1 (Basic class).

Description:	This message indicates the presence of received data to a PUF. The size of a data packet is restricted to the data packet size negotiated during the user connection establishment.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��Remark:	Data received are always provided, but not as a parameter of the message.

	Data are provided in the data buffer. This buffer, in this case, is mandatory.

	Address field is set to "11111111" (All-Station address) and control field is set to "00000011" (Unnumbered Information) with bit P/F set to zero. The FCS is inserted at the end of each data block with the flag, transparently by the NAF.

Related:	None.



9.2.9	UErrorInd

Class:	1 (Basic class).

Description:	This message indicates to a PUF that an error has occurred.

Parameters:



Name�Provided�Comment��NCOID�M�Identifies the Control Plane connection��PPPCause�M�Identifies type of error��

Related:	None.



�9.3	Messages parameters

This subclause describes parameters for the PPP plane. Table 13 summarizes these parameters.

Table 13 – Overview of user parameters



Parameter�identifier�Parameter name�Use in user messages�Use in UAttributeSet�Other use��50�NCOType���X��62�UProtocol��X���63�UAttributeName���X��64�UDirection���X��69�PPPOrigin�X����70�PPPCause�X����71�PPPDiagnostic�X����74�PPPNegotiation�X�X���

9.3.1	NCOType

Description:	This parameter is used to pass the connection object type to the NAF.

Type:	50.



Field�Field type�Direction�Required�Comment��Identifier�Octet��M�C/U (3) – Signalling and network layer user access��

9.3.2	UProtocol

Description:	This is used to select the User Plane protocol.

Type:	62.



Field�Field type�Direction�Required�Comment��L3Protocol�Octet�P�M�NULL (4)��L2Protocol�Octet�P�M�PPP (4)��L1Protocol�Octet�P�O�Default (255) – Transparent B�channel access��

Remark:	Other possible values (for other protocols) are provided in [3].



�9.3.3	UAttributeName

Description:	This parameter is used to pass the name of a static set of User Plane attributes from the PUF.

Type:	63.



Field�Field type�Direction�Required�Comment��AttributeName�IA5-string�P�M�16 bytes is the maximum length��

9.3.4	UDirection

Description:	This parameter is used to pass information concerning the usage of a particular NCO to the NAF, for the User Plane.

Type:	64.



Field�Field type�Direction�Required�Comment��Direction�Octet�P�O�both (3)��

9.3.5	PPPCause

Description:	This parameter is used to pass PPPCause information to/from the PUF.

Type:	70.



Field�Field type�Direction�Required�Comment��Value�Octet�B�M�Value provided in Table 14��

9.3.6	PPPDiag

Description:	This parameter is used to pass PPP Diagnostic information associated to a PPP Cause.

Type:	71.



Field�Field type�Direction�Required�Comment��DiagType�Octet�N�M�Indicate the type of diagnostic associated with the PPPCause

ConfNoConverging (0)��NoConvergingDiag�Octet-string�N�M�Diagnostic associated with ConfNoConverging�(Note)��NOTE – These elements are ordered in the same way that they have been defined in the PPPNegotiation message (see PPPNegotiation). Furthermore, the bits corresponding to the non-acknowledged options are set and those corresponding to the acknowledged options are reset.������

�9.3.7	PPPNegotiation

Description:	This parameter is used to indicate the PPP negotiation to perform.

Type:	74.



Field��Field type�Direction�Required�Comment��PPPNegiotiation�Usage�Octet-string�B�M�Indicates if the following values are included

Length is fixed to 2 octets�(Note 1)���MRUlocal�Octet-string�B�C�Indicates the size of the Maximum Receive Unit of the local peer

Default (0)�Length is fixed to 2�(Note 2)���MRUremote�Octet-string�N�C�Indicates the size of the Maximum Receive Unit of the remote peer

Length is fixed to 2 octets�(Note 2)���Authentproto�Octet�B�C�Indicates the type of the authentication to perform. These values are exclusive

Default (0)�PAP (1)�CHAP (2)�(Note 2)���Qualityproto�Octet-string�B�C�Indicates the value of the reporting period for quality protocol

Default (0)�Length is fixed to 4 octets�(Note 2)���Magicnumber�Octet-string�B�C�Indicates the value of the magic number to use 

Default (0)�Length is fixed to 4�(Note 2)���Protocolcomp�Octet�B�C�Indicates if the protocol field compression is to be set

(Note 2)���Addresscomp�Octet�B�C�Indicates if the address field compression is to be set

(Note 2)����FCSAlternatives�Octet-string�B�C�Indicates the value of the FCS format to use

Default (0)�Length is fixed to 4 octets�(Note 2)��

�

Field��Field type�Direction�Required�Comment��PPPNegiotiation�(cont.)�SelfDescPadding�Octet-string�B�C�Indicates the value of the Self Describing Padding to use

Default (0)�Length is fixed to 4 octets���CallBack�Octet�B�C�Indicates if the callback option is to be set

(Note 2)���CompoundFrame�Octet�B�C�Indicates if the CompoundFrame option is to be set

(Note 2)��NOTE 1 – Each bit of the indicator corresponds to an option ordered as indicated in the array (that means the first bit refers to the MRUlocal option, the second to the MRUremote option, the third to Authentproto option and so on).

When the indicator concerning an option is not set, it means that the PPP option has not to be negotiated. 

NOTE 2 – Before defining a negotiation parameter, the PUF has to check if the functionality is served by the NAF by using the PciGetProperty. See Part 2 [2].��

9.3.8	PPPOrigin

Description:	This parameter is used to pass PPP origin information to/from the PUF.

Type:	69.



Field�Field type�Direction�Required�Comment��Value�Octet�B�M�undefined (1)

NAF Provider (2)

PUF User (3)��

9.4	State diagram

Figure 6 shows the different states a user connection can get, using the U-messages, and in which order these messages shall be used.
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9.5	Coordination function

The coordination function cannot be used with the User Plane protocol relating to PPP.

9.6	Selection criteria

No PPP specific parameters are used. General NCO criteria are provided in [2]. 

9.7	Specific error handling and codes

Errors are dealt with in the following manner:

9.7.1	Errors

In case of protocol reject information from the remote part, PUF is sent UErrorInd.

In case of invalid length of UDataReq UserData parameter, data are ignored.

�

9.7.2	Causes

These values can be specified and are returned in the PPPCause parameter.

Table 14 – PPPCause parameter value



Return code�Meaning�ErrorSpecific�information��Undefined�220�Undefined error situation�Not present��DiscNorm�241�Disconnection – Normal condition�Not present��ConfNoConverging�244�Connection rejected – Host no responding (transient condition)�Not present��Hostunreachable�245�Connection rejected – Configurations cannot match (fixed condition)�Not present��Protocol Error�212�Protocol Error�Not present��

Recommendation T.200     (10/96)

9.8	Static attributes

9.8.1	AttributeSet parameters

Table 15 – User plane Attribute Set (UAttributeSet) parameters



Parameter�Required�Comment��UProtocol�O�See Remark. See also 9.3.2.��MRUlocal�O�See Remark. See also 9.3.7 (PPPNegotiation).��MRUremote�O�See Remark. See also 9.3.7.��Authentproto�O�See Remark. See also 9.3.7.��Qualityproto�O�See Remark. See also 9.3.7.��MagicNumber�O�See Remark. See also 9.3.7.��Protocolcomp�O�See Remark. See also 9.3.7.��Addresscomp�O�See Remark. See also 9.3.7.��FCSAlternatives�O�See Remark. See also 9.3.7.��SelfDescPadding�O�See Remark. See also 9.3.7.��CallBack�O�See Remark. See also 9.3.7.��CompoundFrame�O�See Remark. See also 9.3.7.��

Remark:	It is only possible to use these parameters during NCO creation containing Control Plane information. Refer to subclause – ACreateNCO operation – in [2] for details.

	If parameters are omitted, defaults shall be used by the NAF. Default values are described in Appendix I.



�9.8.2	Static attribute content



Name:	U_PPP��UProtocol:	PPP��MRUlocal:	1500��MRUremote:	1500��Authentproto:	1500��Qualityproto:	None��MagicNumber:	None��Protocolcomp:	None��AddressComp	None��FCSAlternatives:	None��SelfDescPadding:	None��CallBack:	None��CompoundFrame:	None��

9.9	Protocol specific NAF property information

The PPP specific parameters of NAF-Property are shown in Table 16.

See also the PciGetProperty function in Part 2 (Basic Services).

Table 16 – TLV coded NAF-Property parameter



��TLV coding�����Parameter�Provided�TypeID�Length�Value�Comment and value��PPPNegotiation�M�14�2.27�Octet�Indicates the PPP options provided by the NAF��

�10	SDLC protocol

10.1	Introduction

This clause deals with the SDLC protocol.

The User Plane provides the services for SDLC using the User Plane protocols on a connection on B-channel. For this access, the NAF considers layer 3 as a Null, as shown in Figure 7.

SDLC protocol supported is an SDLC link in normal response mode having a point-to-point configuration. Overview and protocol information is provided in IBM publication "IBM Synchronous Data Link Control Concepts" (GA27�3093).

The OSI location of the SDLC protocol is shown in Figure 7.

General description conventions are provided in [2].
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�10.2	Messages

The User Plane messages provide an access to SDLC protocol stacks. Following is a list and short description of relevant User Plane messages. Table 17 gives an overview of these messages.

Table 17 – Overview of user messages



Message�identifier�Class�Message name�Purpose of message��301�1�UConnectReq�Request establishment of a user connection��302�1�UConnectInd�Indicate establishment of a user connection has been requested��303�1�UConnectRsp�Indicate acceptance of user connection establishment��304�1�UConnectCnf�Confirm user connection has been established��305�1�UDisconnectReq�Request removal of user connection��306�1�UDisconnectInd�Indicate removal of user connection��307�1�UDataReq�Request data transfer on an established user connection��308�1�UDataInd�Indicate arrival of transferred data on an established user connection��309�1�UExpeditedDataReq�Request expedited data transfer on an established user connection��310�1�UExpeditedDataInd�Indicate presence of transferred expedited data on an established user connection��317�1�UReadyToReceiveReq�Used to perform flow control for a user connection��318�1�UReadyToReceiveInd�Used to indicate flow control status on a user connection��

10.2.1	UConnectReq

Class:	1 (Basic class).

Description:	This message allows a PUF to initiate the establishment of a user connection.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Related:	UConnectCnf.



�10.2.2	UConnectInd

Class:	1 (Basic class).

Description:	This message informs a PUF of an incoming demand to establish a user connection. This message informs the PUF of the end of transient idle state of the user connection caused by Data Link Layer resetting.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Related:	UConnectRsp



10.2.3	UConnectRsp

Class:	1 (Basic class).

Description:	This message allows a PUF to accept the establishment of a user connection.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Related:	UConnectInd.



10.2.4	UConnectCnf

Class:	1 (Basic class).

Description:	This message informs the PUF on the establishment of a user connection.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Related:	UConnectReq.



10.2.5	UDisconnectReq

Class:	1 (Basic class).

Description:	This message allows a PUF to remove a user connection.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Related:	None.



�10.2.6	UDisconnectInd

Class:	1 (Basic class).

Description:	This message informs a PUF that a user connection has been removed. This message may inform the PUF of transient idle state of the user connection caused by Data Link Layer reset. In this case, the SDLCCause parameter value is DiscTrans (disconnection – transient condition) i.e. 225 in decimal.

Parameters:



Name�Provided�Comment��NCOID�M�Identifies the user connection��SDLCOrigin�M�Identifies the initiator of the user connection removal��SDLCCause�C�SDLC reason to remove the user connection��

Related:	None.



10.2.7	UDataReq

Class:	1 (Basic class).

Description:	This message allows a PUF to send a data packet. The size of a data packet is restricted to the data packet size negotiated during the user connection establishment. No fragmentation mechanism is available at the SDLC link layer level.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Remark:	Data to send is mandatory. They are not provided as a parameter of the message.

	Mandatory data shall be provided in the data buffer.

Related:	None.



10.2.8	UDataInd

Class:	1 (Basic class).

Description:	This message indicates the presence of received data to a PUF. The size of a data packet is restricted to the data packet size negotiated during the user connection establishment. No fragmentation mechanism is available at the SDLC link layer level.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Remark:	Data received are always provided, but not as a parameter of the message.

	Data are provided in the data buffer. This buffer, in this case, is mandatory.

Related:	None.



�10.2.9	UExpeditedDataReq

Class:	1 (Basic class).

Description:	This message allows a PUF to send expedited data. This data is not constrained by the flow control mechanism used to control UDataReq messages. SDLC expedited data is transmitted in an Unnumbered Information frame.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��UserData�M�Expedited data to transfer��

Related:	None.



10.2.10	UExpeditedDataInd

Class:	1 (Basic class).

Description:	This message indicates to a PUF the reception of expedited data. This data was not constrained by the flow control mechanisms used to control UDataInd messages. SDLC expedited data are received in an Unnumbered Information frame.

Parameters:



Name�Provided�Comment��NCOID�M�Identifies the user connection��UserData�M�Expedited data received��

Related:	None.



10.2.11	UReadyToReceiveReq

Class:	1 (Basic class).

Description:	This message allows the PUF to indicate to the NAF if it can accept incoming data (UDataInd message). This message can only apply to an already established user connection. Setting the ReadyFlag parameter to TRUE allows the NAF to transfer incoming data to the PUF. Setting the ReadyFlag to FALSE inhibits the transfer.

	This flow control mechanism does not imply an end to end flow control.

Parameters:



Name�Required�Comment��NCOID�M�Identifies the user connection��ReadyFlag�M�This flag indicates whether or not the PUF is ready to accept incoming data��

Remarks:	For a given connection, if more than one message with the same flag value is sent, it shall be ignored by the NAF.

Related:	UDataInd.



�10.2.12	UReadyToReceiveInd

Class:	1 (Basic class).

Description:	This message allows the NAF to indicate to the PUF if the user connection permits the sending of data (UDataReq messages). This message can only apply to an already established user connection. If the ReadyFlag parameter value is FALSE, the NAF can not send data. If the value is TRUE the NAF indicates that data transfer is allowed.

	This flow control mechanism does not imply an end-to-end flow control.

Parameters:



Name�Provided�Comment��NCOID�M�Identifies the user connection��ReadyFlag�M�This flag indicates whether or not the NAF is ready to receive data for transmission on a user connection��

Related:	UDataReq.



10.3	Messages parameters

This subclause describes parameters for the SDLC plane. Table 18 summarizes used parameters.

Table 18 – Overview of user parameters



Parameter�identifier�Parameter name�Use in user messages�Use in UAttributeSet�Other use��38�L2ConnectionMode��X���39�L2FrameSize��X���40�L2WindowSize��X���41�L2XID��X���50�NCOType���X��55�ReadyFlag�X����62�UProtocol��X���63�UAttributeName���X��64�UDirection���X��65�UserData�X����68�SDLCCause�X����69�SDLCOrigin�X����

�10.3.1	L2ConnectionMode

Description:	This parameter is used only if it is not defined in L2XID value field. It is used to pass details of the layer connection mode to the NAF.

Type:	38.



Field�Field type�Direction�Required�Comment��Value�Octet�P�M�dte (1) – Act as secondary link station (non-negotiable)

dce (2) – Act as primary link station (non negotiable)

auto (3) – Link station role is negotiable by XID exchange��

10.3.2	L2FrameSize 

Description:	This parameter is used only if it is not defined in L2XID value field. It is used to pass details of the layer 2 frame size to the NAF.

Type:	39.



Field�Field type�Direction�Required�Comment��Value�Octet-string�P�M�Frame size (in octets)

Length is fixed to 2 octets

The first octet contents is the most significant byte.��

10.3.3	L2WindowSize

Description:	This parameter is used only if it is not defined in L2XID value field. It is used to pass details of the layer 2 window size to the NAF.

Type:	40.



Field�Field type�Direction�Required�Comment��Value�Octet�P�M�Window size��

10.3.4	L2XID

Description:	This is used to pass details of the layer 2 XID value and its use. XID information field may include values that override some parameters defined elsewhere. DLC-XID information field formats are described in IBM publication "Systems Network Architecture – Formats" (GA27�3136�11).

Type:	41.



Field�Field type�Direction�Required�Comment��Use�Octet�P�M�Not relevant for SDLC protocol��Value�Octet-string�P�M�XID value (Identifier and signature)

Formatted DLC-XID information field for SDLC protocol. Maximum length is 127.��

�10.3.5	NCOType

Description:	This parameter is used to pass the connection object type to the NAF.

Type:	50.



Field�Field type�Direction�Required�Comment��Identifier�Octet��M�C/U (3) – Signalling and network layer user access��

Remark :	An SDLC connection can only be defined by a C/U type NCO. No U3/G type NCO can be grouped to an NCO defining an SDLC connection.



10.3.6	ReadyFlag

Description:	This parameter is used to request and indicate flow control status on a user connection.

Type:	55.



Field�Field type�Direction�Required�Comment��Usage�Boolean�B�M�TRUE – Data transfer is allowed

FALSE – Data transfer is not allowed��

10.3.7	UProtocol

Description:	This is used to select the User Plane protocol.

Type:	62.



Field�Field type�Direction�Required�Comment��L3Protocol�Octet�P�M�NULL (4)��L2Protocol�Octet�P�M�SDLC (5)��L1Protocol�Octet�P�O�Default (255) – Transparent B�channel access ��

Remark:	Other possible values (for other protocols) are provided in [3].



10.3.8	UAttributeName

Description:	This parameter is used to pass the name of a static set of User Plane attributes from the PUF.

Type:	63.



Field�Field type�Direction�Required�Comment��AttributeName�IA5-string�P�M�16 bytes is the maximum length��

�10.3.9	UDirection

Description:	This parameter is used to pass information concerning the usage of a particular NCO to the NAF, for the User Plane.

Type:	64.



Field�Field type�Direction�Required�Comment��Direction�Octet�P�O�both (3)��

10.3.10	UserData

Description:	This parameter is used to pass Data that is limited in size to/from the PUF.

Type:	65.



Field�Field type�Direction�Required�Comment��Data�Octet-string�B�M�128 octets is the maximum size��

10.3.11	SDLCCause

Description:	This parameter is used to pass SDLC Cause information to/from the PUF.

Type:	68.



Field�Field type�Direction�Required�Comment��Value�Octet�B�M�See User Plane return code values in 10.7.2��

10.3.12	SDLCOrigin

Description:	This parameter is used to pass SDLC origin information to/from the PUF.

Type:	69.



Field�Field type�Direction�Required�Comment��Value�Octet�B�M�Undefined (1)

NAF Provider (2)

PUF User (3)��

�10.4	State diagram

Figure 8 shows the different states a user connection can get, using the U-messages, and in which order these messages shall be used.
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10.5	Coordination function

The coordination function cannot be used with the User Plane protocol relating to SDLC.

10.6	Selection criteria

No SDLC specific parameters are used. General NCO criteria are provided in [2]. 

�10.7	Specific error handling and codes

Errors are dealt with in the following manner.

10.7.1	Invalid use of user messages

In case of:

–	Invalid length of UDataReq UserData parameter;

–	Invalid use of ExpeditedData,

action is:

–	PUF is sent UDisconnectInd.

10.7.2	Causes

These values are specified in Table 19 and are returned in the SDLCCause parameter.

Table 19 – SDLCCause parameter value



Return code�Meaning�ErrorSpecific�information��Undefined�220�Undefined error situation�Not present��DiscTrans�225�Disconnection – Transient condition

Indicates that Data Link layer is resetting�Not present��DiscPerm�226�Disconnection – Permanent condition

Indicates that the remote station is no longer reachable�Not present��DiscNorm�241�Disconnection – Normal condition

Indicates that the disconnection has been requested by the remote station�Not present��ConRejectTrans�244�Connection rejection – Transient condition

Indicates that Data Link layer activation has been denied by the remote station�Not present��ConRejectPerm�245�Connection rejection – Fixed condition

Indicates that the remote station is unreachable�Not present��

�10.8	Static attributes

10.8.1	AttributeSet parameters

Table 20 – User Plane Attribute Set (UAttributeSet) parameters



Parameter�Required�Comment��UProtocol�O�See Remark. See also 10.3.7.��L2ConnectionMode�O�See Remark. See also 10.3.1.��L2WindowSize�O�See Remark. See also 10.3.3.��L2FrameSize�O�See Remark. See also 10.3.2.��L2XID�O�See Remark. See also 10.3.4.��

Remark:	It is only possible to use these parameters during NCO creation containing Control Plane information. Refer to subclause – ACreateNCO operation – in [2] for details.

	If parameters are omitted, defaults shall be used by the NAF. Default values are described in Appendix I.

	L2ConnectionMode, L2WindowSize and L2FrameSize parameters may contain user defined values or default configuration values when not provided by the NAF, or may contain values resulting of XID exchange negotiation. L2XID parameter contains the DLC-XID information field.



10.8.2	Static attribute content



Name:	U_SDLC��UProtocol:	SDLC��L2ConnectionMode:	dte��L2WindowSize:	7��L2FrameSize:	265��L2XID:	Not use��

11	V.110 protocol

11.1	Introduction

This clause deals with the V.110 protocol. This protocol allows a PUF to request a NAF for a B-channel running the V.110 protocol. Both synchronous and asynchronous options of V.110 are allowed.

This protocol uses NULL layer 3 protocol as shown in Figure 9.

The OSI location of the V.110 protocol is shown in Figure 9.

General description conventions are provided in [2].

A V.110 negotiation may occur via the parameter "BearerCap". In this case, octets 5a, 5b, 5c and 5d of the parameter may be concerned (see [2]).

�
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�11.2	Messages

The User Plane messages provide an access to V.110 protocol stacks. Following is a list and short description of relevant User Plane messages. Table 21 gives an overview of these messages.

Table 21 – Overview of user messages



Message Identifier�Class�Message name�Purpose of message��301�1�UConnectReq�Request establishment of a user connection��302�1�UConnectInd�Indicate establishment of a user connection has been requested��303�1�UConnectRsp�Indicate acceptance of user connection establishment��304�1�UConnectCnf�Confirm user connection has been established��305�1�UDisconnectReq�Request removal of user connection��306�1�UDisconnectInd�Indicate removal of user connection��307�1�UDataReq�Request data transfer on an established user connection��308�1�UDataInd�Indicate arrival of transferred data on an established user connection��317�1�UReadyToReceiveReq�Used to perform flow control for a user connection��318�1�UReadyToReceiveInd�Used to indicate flow control status on a user connection��

11.2.1	UConnectReq

Class:	1 (Basic class).

Description:	This message allows a PUF to initiate the establishment of a user connection.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Related: 	UConnectCnf.



11.2.2	UConnectInd

Class:	1 (Basic class).

Description:	This message informs a PUF of an incoming demand to establish a user connection.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Related:	UConnectRsp.



�11.2.3	UConnectRsp

Class:	1 (Basic class).

Description:	This message allows a PUF to accept the establishment of a user connection.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Related:	UConnectInd.



11.2.4	UConnectCnf

Class:	1 (Basic class).

Description:	This message informs the PUF on the establishment of a user connection.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Related:	UConnectReq.



11.2.5	UDisconnectReq

Class:	1 (Basic class).

Description:	This message allows a PUF to remove a user connection.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Related:	None.



11.2.6	UDisconnectInd

Class:	1 (Basic class).

Description:	This message informs a PUF that a user connection has been removed. 

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��V.110Origin�M�Identifies the initiator of the user connection removal��V.110Cause�C�V.110 reason to remove the user connection��

Related:	None.



�11.2.7	UDataReq

Class:	1 (Basic class).

Description:	This message allows a PUF to send a data packet. The size of a data packet is limited by the maximum allowed at the ISDN-PCI interface, i.e. 4096 octets.

Parameter:



Name�Required�Comment��NCOID�M�Identifies the user connection��

Remark:	Data to send are mandatory. They are not provided as a parameter of the message. Mandatory data shall be provided in the data buffer.

Related:	None.



11.2.8	UDataInd

Class:	1 (Basic class).

Description:	This message indicates the presence of received data to a PUF. The size of a data packet is limited by the maximum allowed at the ISDN-PCI interface, i.e. 4096 octets.

Parameter:



Name�Provided�Comment��NCOID�M�Identifies the user connection��

Remark:	Data received are always provided, but not as a parameter of the message. Data are provided in the data buffer. This buffer, in this case, is mandatory.

Related:	None.



11.2.9	UReadyToReceiveReq

Class:	1 (Basic class).

Description:	This message allows the PUF to indicate to the NAF if it can accept incoming data (UDataInd message). This message can only apply to an already established user connection. Setting the ReadyFlag parameter to TRUE allows the NAF to transfer incoming data to the PUF. Setting the ReadyFlag to FALSE inhibits the transfer.

	This flow control mechanism does not imply an end-to-end flow control.

Parameters:



Name�Required�Comment��NCOID�M�Identifies the user connection��ReadyFlag�M�This flag indicates whether or not the PUF is ready to accept incoming data��

Remarks:	For a given connection, if more than one message with the same flag value is sent, it shall be ignored by the NAF.

Related:	UDataInd.



�11.2.10	UReadyToReceiveInd

Class:	1 (Basic class).

Description:	This message allows the NAF to indicate to the PUF if the user connection permits the sending of data (UDataReq messages). This message can only apply to an already established user connection. If the ReadyFlag parameter value is FALSE, the NAF can not send data. If the value is TRUE, the NAF indicates that data transfer is allowed.

	This flow control mechanism does not imply an end-to-end flow control.

Parameters:



Name�Provided�Comment��NCOID�M�Identifies the user connection��ReadyFlag�M�This flag indicates whether or not the NAF is ready to receive data for transmission on a user connection��

Related:	UDataReq.

11.3	Messages parameters

This subclause describes parameters for the V.110 plane. Table 22 summarizes used parameters.

Table 22 – Overview of user parameters



Parameter�Identifier�Parameter Name�Used in user messages�Used in UAttributeSet�Other use��50�NCOType���X��55�ReadyFlag�X����62�UProtocol��X���63�UAttributeName���X��64�UDirection���X��68�V.110Cause�X����69�V.110Origin�X����75�FlowControlMechanism��X���76�FlowControlCharacters��X���77�MomentNumber��X���78�V.110BChannelDisconnection��X���

11.3.1	NCOType

Description:	This parameter is used to pass the connection object type to the NAF.

Type:	50.



Field�Field type�Direction�Required�Comment��Identifier�Octet��M�C/U (3) – Signalling and transparent user access��

�11.3.2	ReadyFlag

Description:	This parameter is used to request and indicate flow control status on a user connection.

Type:	55.



Field�Field type�Direction�Required�Comment��Usage�Boolean�B�M�TRUE – Data transfer is allowed

FALSE – Data transfer is not allowed��

11.3.3	UProtocol

Description:	This is used to select the User Plane protocol. If the length is 3, the first octet contains the layer 3 protocol requested, the second octet contains the layer 2 protocol requested and the third octet contains the layer 1 protocol requested.

Type:	62.



Field�Field type�Direction�Required�Comment��L3Protocol�Octet�P�M�NULL (4)��L2Protocol�Octet�P�M�V.110 asynchronous (6)

V.110 synchronous (7)��L1Protocol�Octet�P�O�Default (255) – Transparent B�channel access��

Remark:	Other possible values (for other protocols) are provided in [3].



11.3.4	UAttributeName

Description:	This parameter is used to pass the name of a static set of User Plane attributes from the PUF.

Type:	63.



Field�Field type�Direction�Required�Comment��AttributeName�IA5-string�P�M�16 bytes is the maximum length��

11.3.5	UDirection

Description:	This parameter is used to pass information concerning the usage of a particular NCO to the NAF, for the User Plane.

Type:	64.



Field�Field type�Direction�Required�Comment��Direction�Octet�P�O�both (3)��

�11.3.6	V.110Cause

Description:	This parameter is used to pass V.110 Cause information to/from PUF.

Type:	67.



Field�Field type�Direction�Required�Comment��Value�Octet�B�M�See values in Table 23��

11.3.7	V.110Origin

Description:	This parameter is used to pass V.110 origin information to/from PUF.

Type:	68.



Field�Field type�Direction�Required�Comment��Value�Octet�B�M�Undefined (1)

NAF Provider (2)

PUF User (3)��

11.3.8	FlowControlMechanism

Description:	This parameter is used to negotiate the flow control mechanism for a V.110 connection. Two possibilities exist: first is the XON/XOFF characters, second is via V.24 105/106 signals. This parameter is used for end-to-end negotiation. 

Type:	75.



Field�Field type�Direction�Required�Comment��Value�Octet�P�M�Type of mechanism to use:

–  0   XON/XOFF characters;

–  1   105/106 signals.

Default value is 0 (XON/XOFF).��

�11.3.9	FlowControlCharacters

Description:	This parameter is used to set the characters to define flow control characters for a V.110 connection. The characters may be different for each direction, so two characters are mandatory to be provided, even if they have the same value. This parameter has only a local meaning.

Type:	76.



Field�Field type�Direction�Required�Comment��Value�Octet String�P�M�Fixed length is 2.

The first character identifies the XON character. Default value is 16.

The second character identifies the XOFF character. Default value is 18.��

11.3.10	MomentNumber

Description:	This parameter is used to set the number of moments for a V.110 connection. It has only a local meaning.

Type:	77.



Field�Field type�Direction�Required�Comment��Value�Octet�P�M�Number of moments��

11.3.11	V.110BChannelDisconnection

Description :	A V.110 disconnection may imply the B-channel disconnection. This parameter is used to set this information. It has only a local meaning.

Type:	78.



Field�Field type�Direction�Required�Comment��Value�Octet�P�M�V.110 implies B-channel disconnection:

–  0   No disconnection;

–  1   Disconnection.��

�11.4	State diagram

Figure 10 shows the different states a user connection can get, using the U-messages, and in which order these messages shall be used.
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11.5	Coordination function

The coordination function cannot be used with the User Plane protocol relating to V.110 access.

11.6	Selection criteria

No specific parameters are to be used. General NCO criteria are provided in [2].

11.7	Specific error handling and codes

Errors are dealt with in the following manner.

11.7.1	Invalid use of User Plane messages

In case of invalid length of UDataReq UserData parameter, PUF is sent UDisconnectInd.

�11.7.2	Causes

These values can be specified and are returned in the V.110Cause parameter.

Table 23 – V.110Cause parameter value



Return code�Meaning�ErrorSpecific information��Undefined�220�Undefined error situation. �Not present��DiscNorm�241�Disconnection – Normal condition.�Not present��ConRejectTrans�244�Connection rejected (transient condition)�Not present��ConRejectPerm�245�Connection rejected (permanent condition)�Not present��

11.8	Static attributes

11.8.1	AttributeSet parameters

Table 24 – User Plane Attribute Set (UAttributeSet) parameters



Parameter�Required�Comment��UProtocol�O�See 11.3.3��FlowControlMechanism�O�See 11.3.8��FlowControlCharacters�O�See 11.3.9��MomentNumber�O�See 11.3.10��V.110BChannelDisconnection�O�See 11.3.11��

Remark:	It is only possible to use these parameters during an NCO creation containing Control Plane information. Refer to subclause – ACreateNCO operation – in [2] for details.

	If parameters are omitted, defaults shall be used. The default values described in Appendix I.



11.8.2	Static attribute content



Name:	U_V.110��UProtocol:	V.110a��FlowControlMechanism:	0��FlowControlCharacters:	17 19��V.110BChannelDisconnection:	0��

�Appendix I��Configuration

The following subclauses give the default values parameters to use if they are absent from the parameter list during the NCO creation operation.

I.1	ISO/IEC 7776 protocol

Table I.1 – User Plane ISO/IEC 7776 configuration



Parameter�Suggested default�Comment��L2FrameSize�128���L2WindowSize�7���L2ConnectionMode�Auto���L2XID��Not used��

1.2	PPP protocol

Table I.2 – User Plane PPP configuration



Parameter�Suggested�default�Comment��Link Control Protocol Parameters����–	Maximum-Receive-Unit�1500 (bytes)�Enables a peer to inform the maximum packet size accepted in reception��–	Restart timeout�3 (second)�Waiting time for a response to a request packet��–	Max terminate�2�Counter for number of terminate requests sent without response��–	Max configure �10�Counter for number of configure requests sent without response��–	Max failure�10�Counter for number of Configure-Nak received  sent before sending a Configure-Reject assuming that the configuration is not converging��–	Magic number�None���–	Protocol compression�None���–	Address and Control field Compression�None���

�Table I.2 – User Plane PPP configuration (cont)



Parameter�Suggested�default�Comment��Authentification Protocol����–	Type of authentification protocol to be set�None�Enables use of the PPP Authentification Protocols��–	Local-ID��Length and name of the local Peer ID��–	Local password��Length and name of the local Password��–	List of  the remote of couple peers "ID/Password"��List of length and name of the remote couple of "ID/Password"��–	Algorithm��Type of CHAP algorithm used��Line Quality Monitoring����–	Reporting period�None�Value of maximum time of sending informations��FCSAlternatives��Indicates the value of the FCS format to use��SelfDescPadding�None�Indicates the value of the Self Describing Padding to use��Callback����–	Use of the callback����–	Number to call back�None�Indicates if the callback option is to be set��CompoundFrame�None�Indicates if the CompoundFrame option is to be set��

I.3	SDLC protocol

Table I.3 – User Plane SDLC configuration



Parameter�Suggested default�Comment��SDLC connection mode�

Case 1�SDLC default link station role

Case 1 – Secondary link station

Case 2 – Primary link station��SDLC initialization mode�

Case 1�SDLC default initialization mode

Case 1 – Send / answer to SNRM

Case 2 – Send RIM/SIM��SDLC address�0xC1�SDLC default station address��SDLC modulus�8�SDLC default frame numbering modulus��SDLC window size�7�SDLC default window size��SDLC frame size�265�SDLC default maximum frame size excluding the link header and the link trailer��SDLC timers

–	T1

–	T2

–	N2�

2

1

10�SDLC protocol timers

Expressed in second

Expressed in second

Maximum number of unsuccessful retransmission��

�I.4	V.110 protocol

Table I.4 – User Plane V.110 configuration



Parameter�Suggested default�Comment��Out of synchronization timer�3 s�Maximum time for resynchronization��Synchronization timer�10 s�Maximum time for Synchronization��





Appendix II��NAF-SDL diagrams

The mapping of User Plane messages to protocol messages is provided in the following tables. Some SDL diagrams, or other kind of schemes, are given to explain more clearly the relation between user messages and network primitives. These diagrams do not cover every case. They only present some of the possible cases.

The following symbols are used within this description. A full description of the symbols and their meaning is given in Recommendation Z.100.
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�II.1	ISO/IEC 7776 protocol

Table II.1 shows the mapping of User Plane messages to service primitives.

Table II.1 – Mapping between User Plane message and protocol messages



ISDN-PCI�ISO/IEC 7776��UConnectReq�Send SABM(E)��UConnectInd�Received SABM(E)��UConnectRsp�Send UA��UConnectCnf�Received UA��UDisconnectReq�Send DISC��UDisconnectInd�Received DISC or FRMR��UDataReq�Send I frame��UDataInd�Received I frame��UReadyToReceiveReq (busy)�Send RNR��UReadyToReceiveReq (free)�Send RR��UReadyToReceiveInd (busy)�Received RNR��UReadyToReceiveInd (free)�Received RR��

NOTE – REJ frames and frames numbering are handled transparently by the NAF.
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II.2	HDLC protocol

Table II.2 shows the mapping of User Plane messages to service primitives.

Table II.2 – Mapping between User Plane message and protocol messages



PCI Message �Primitive��UDataReq�I��UDataInd�I��

II.3	HDLC protocol with error

Table II.3 shows the mapping of User Plane messages to service primitives.

Table II.3 – Mapping between User Plane message and protocol messages



PCI Message �Primitive��UDataReq�I��UDataInd�I��

�II.4	PPP protocol

Table II.4 shows the mapping of User Plane messages to service primitives.

Table II.4 – Mapping between User Plane message and protocol messages



PCI Message �Primitive��UConnectReq�UI-CONFIGURE REQUEST��UConnectInd�UI-CONFIGURE REQUEST��UConnectRsp�UI-CONFIGURE ACK/NACK��UConnectCnf�UI-CONFIGURE ACK/NACK��UDisconnectReq�UI-TERMINATE REQUEST��UDisconnectInd�UI-CONFIGURE REJECT/ 

	TERMINATE REQUEST��UDataReq�UI-INFO (NCP)��UdataInd�UI-INFO (NCP)��UerrorInd�UI-PROTOCOL REJECT

	CODE REJECT��
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�II.5	SDLC protocol

Table II.5 shows the mapping of User Plane messages to service primitives.

Table II.5 – Mapping between User Plane message and protocol messages



PCI Message �Primitive��UConnectReq�XID-P��UConnectInd�XID-P��UConnectRsp�XID-F��UConnectCnf�XID-F��UDisconnectReq�DISC-P��UDisconnectInd�RD-F or DM-F��UDataReq�I��UDataInd�I��UExpeditedDataReq�UI��UExpeditedDataInd�UI��UReadyToReceiveReq�Local meaning��UReadyToReceiveInd�Local meaning��
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�Ix-y states are intermediate states.

Ox-y states are optional states.
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�II.6	V.110 protocol

Table II.6 shows the mapping of User Plane messages to service elements. For V.110 protocol, there is no direct link between user connection messages and protocol frames. The connection phase consists of synchronization and negotiation. It begins without application demand, when ISDN channel is established.

To make PCI messages easier to understand, Table II.6 shows a theoretic mapping between User Plane messages and V.110 frames. 

Table II.6 – Mapping between User Plane message and V.110 frame



PCI Message �Frame��UConnectReq�Frame “Synchronization” (bit S = bit X = OFF) Local meaning. ��UConnectInd�Frame “Ready” (bit S = bit X = ON) – 

Local meaning: Remote synchronization has been received.��UConnectRsp�Frame “Synchronization” (bit S = bit X = OFF) – Local meaning. Note��UConnectCnf�Frame “Ready” (bit S = bit X = ON) 

(A negotiation delay may be necessary before data transfer is ready.)��UDisconnectReq�Frame with bit S = OFF, bit X = ON, D = 0��UDisconnectInd�Frame with bit S = OFF, bit X = ON, D = 0��UDataReq�Data frame��UDataInd�Data frame��UReadyToReceiveReq�Local meaning��UReadyToReceiveInd�Local meaning��NOTE – Sending a UConnectResponse does not mean negotiation is finished. Data transfer can be unavailable for a time. In this case, the PUF is sent a NAFBusy error (see Figure II.15).��

�Figures II.14 to II.19 show more general cases, but not every possible situation.
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�Figure II.16 shows another possible situation. It is a theoretic situation: low layer V.110 module generally begins synchronization phase just when the B-channel is established.
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NOTE – Depending on V.110 BChannelDisconnection parameter, a user disconnection may imply the B-channel disconnection.
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�PAGE \# "'Page: '#'�'"  �Page: 134���T: 3.13	user connection

�PAGE \# "'Page: '#'�'"  �Page: 134���D: Connection accessible through User Plane functionality.

�PAGE \# "'Page: '#'�'"  �Page: 134���T: 3.14	user plane

�PAGE \# "'Page: '#'�'"  �Page: 134���D: Logical grouping of functionality for access of user protocols and data.

�PAGE \# "'Page: '#'�'"  �Page: 134���T: 3.15	user protocol

�PAGE \# "'Page: '#'�'"  �Page: 134���D: Protocol running and conforming to User Plane functionality.

�PAGE \# "'Page: '#'�'"  �Page: 134���A: API	Application Programming Interface

�PAGE \# "'Page: '#'�'"  �Page: 134���A: CONS	Connection Oriented Network Service

�PAGE \# "'Page: '#'�'"  �Page: 134���A: ISDN	Integrated Services Digital Network

�PAGE \# "'Page: '#'�'"  �Page: 134���A: LAP-B	Link Access Procedure Balanced

�PAGE \# "'Page: '#'�'"  �Page: 134���A: LAP-D	Link Access Procedure for D-channel

�PAGE \# "'Page: '#'�'"  �Page: 134���A: N-SAP	Network layer – Service Access Point

�PAGE \# "'Page: '#'�'"  �Page: 134���A: NAF	Network Access Facility

�PAGE \# "'Page: '#'�'"  �Page: 134���A: NCO	Network Connection Object

�PAGE \# "'Page: '#'�'"  �Page: 134���A: Ph-SAP	Physical layer – Service Access Point

�PAGE \# "'Page: '#'�'"  �Page: 134���A: PUF	Programming communication interface User Facility

�PAGE \# "'Page: '#'�'"  �Page: 134���A: SAP	Service Access Point

�PAGE \# "'Page: '#'�'"  �Page: 148���T: 3.1	attribute set

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Set of parameters driving user protocols and ISDN signalling.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.2	B-channel

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Logical ISDN channel for the use of data transfer.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.3	control plane

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Logical grouping of functionality for access of ISDN signalling.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.4	D-channel

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Logical ISDN channel used for signalling and in some cases, for data transfer.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.5	ISDN access

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Set of ISDN channels provided by a single Network Access Facility (NAF) to access ISDN services.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.6	ISDN programming communication interface (ISDN-PCI)

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: ISDN oriented software interface providing access provisions for programming network signalling and user data exchange.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.7	message

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Unit of information transferred through the interface between the Network Access Facility (NAF) and the PCI User Facility (PUF).

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.8	network access facility (NAF)

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Functional unit located between the ISDN-PCI and the network related layers.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.9	network connection object (NCO)

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Abstract object within the NAF that is created by the PUF to gain access to network signalling or data.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.10	NULL layer

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Describes an empty layer of the OSI reference model. Such a layer does not contain any functionality and passes requests and responses transparently to adjoining layers.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.11	PCI user facility (PUF)

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Functional unit using the ISDN-PCI to access a NAF, e.g. the local application using the interface.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.12	user connection

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Connection accessible through User Plane functionality.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.13	user plane

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Logical grouping of functionality for access of user protocols and data.

�PAGE \# "’Page: ’#’�’"  �Page: 148���T: 3.14	user protocol

�PAGE \# "’Page: ’#’�’"  �Page: 148���D: Protocol running and conforming to User Plane functionality.

�PAGE \# "’Page: ’#’�’"  �Page: 148���A: API	Application Programming Interface

�PAGE \# "’Page: ’#’�’"  �Page: 148���A: ISDN	Integrated Services Digital Network

�PAGE \# "’Page: ’#’�’"  �Page: 148���A: LAP-B	Link Access Procedure Balanced

�PAGE \# "’Page: ’#’�’"  �Page: 148���A: LAP-D	Link Access Procedure for D-channel

�PAGE \# "’Page: ’#’�’"  �Page: 148���A: NAF	Network Access Facility

�PAGE \# "’Page: ’#’�’"  �Page: 149���A: NCO	Network Connection Object

�PAGE \# "’Page: ’#’�’"  �Page: 149���A: PCI	Programming Communication Interface

�PAGE \# "’Page: ’#’�’"  �Page: 149���A: PUF	Programming communication interface User Facility

�PAGE \# "’Page: ’#’�’"  �Page: 149���A: SAP	Service Access Point

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.1	Attribute set

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Set of parameters driving user protocols and ISDN signalling.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.2	B-channel

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Logical ISDN channel for the use of data transfer.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.3	control plane

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Logical grouping of functionality for access of ISDN signalling.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.4	D-channel

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Logical ISDN channel used for signalling and, in some cases, for data transfer.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.5	ISDN access

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Set of ISDN channels provided by a single Network Access Facility (NAF) to access ISDN services.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.6	ISDN programming communication interface (ISDN-PCI)

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Network (ISDN) oriented software interface providing access provisions for programming network signalling and user data exchange.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.7	message

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Unit of information transferred through the interface between the Network Access Facility (NAF) and the PCI User Facility (PUF).

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.8	network access facility (NAF)

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Functional unit located between the ISDN-PCI and the network related layers.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.9	network connection object (NCO)

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Abstract object within the NAF that shall be created by the PUF to gain access to network signalling or data.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.10	NULL layer

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Describes an empty layer of the OSI reference model. Such a layer does not contain any functionality and passes requests and responses transparently to adjourning layers.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.11	PCI user facility (PUF)

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Functional unit using the ISDN-PCI to access an NAF. In fact, the local application using the interface.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.12	user connection

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Connection accessible through User Plane functionality.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.13	user plane

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Logical grouping of functionality for access of user protocols and data.

�PAGE \# "'Page: '#'�'"  �Page: 158���T: 3.14	user protocol

�PAGE \# "'Page: '#'�'"  �Page: 158���D: Protocol running and conforming to User Plane functionality.

�PAGE \# "'Page: '#'�'"  �Page: 159���A: API	Application Programming Interface

�PAGE \# "'Page: '#'�'"  �Page: 159���A: ISDN	Integrated Services Digital Network

�PAGE \# "'Page: '#'�'"  �Page: 159���A: LAP-B	Link Access Procedure Balanced

�PAGE \# "'Page: '#'�'"  �Page: 159���A: LAP-D	Link Access Procedure for D-channel

�PAGE \# "'Page: '#'�'"  �Page: 159���A: NAF	Network Access Facility

�PAGE \# "'Page: '#'�'"  �Page: 159���A: NCO	Network Connection Object

�PAGE \# "'Page: '#'�'"  �Page: 159���A: PCI	Programming Communication Interface

�PAGE \# "'Page: '#'�'"  �Page: 159���A: PUF	Programming communication interface User Facility






